**ACUERDO DE CONFIDENCIALIDAD Y COMPROMISO CON LA SEGURIDAD DE LA INFORMACIÓN**

Yo 1.  (Nombres completos) \_\_\_\_\_\_\_\_\_\_\_\_\_, identificado (a) con la cédula de ciudadanía No 2.  (# de identificación) de 3**.** (Lugar de expedición de la cédula)Funcionario(a) de la (Nombre de la entidad donde labora el funcionario), adscrito actualmente al 4(Nombre del juzgado y ciudad), en adelante **USUARIO DE LA INFORMACIÓN** (toda persona natural o jurídica que hace uso de la información o es custodio de la misma, a la cual se le haya asignado un recurso de información (digital y/o físico) y/o cuenta de acceso para la utilización y/o administración de un sistema de información, de un recurso o un servicio informático que el INPEC pone a disposición); me comprometo a cumplir las directrices del Sistema de Gestión de Seguridad de la Información del INPEC. Así mismo, declaro que:

Reconozco que la información es un activo con valor estratégico para el Instituto Nacional Penitenciario y Carcelario y que es mi responsabilidad cumplir con las políticas de seguridad de la información como usuario externo a la entidad, adoptarlas, hacerlas respetar e informar cualquier incidente que se presente con el uso y manipulación de esta, a la Oficina de Sistemas de Información del INPEC.

Esta declaración de confidencialidad y compromiso con la seguridad de la información comienza y permanecerá vigente mientras subsista el objeto que dio inicio a su implementación.

Si una orden judicial obligara al USUARIO DE LA INFORMACIÓN a divulgar información confidencial, éste se compromete a dar aviso previo al INPEC, con el fin de poder impugnar la solicitud o procurar una orden judicial que lo proteja.

El USUARIO DE LA INFORMACIÓN devolverá inmediatamente todo material confidencial que se le haya entregado o asignado cuando así lo requiera o lo solicite el INPEC.

**ME COMPROMETO CON LA SEGURIDAD DE LA INFORMACIÓN**, a:

* + No divulgar el contenido de la información consultada o que tenga oportunidad de manejar en bases de datos y/o física.
  + Abstenerme de conocer aquella información que, por su clasificación de seguridad, no haya sido autorizada.
  + He leído, comprendido, e interiorizado la **Política de Seguridad de la Información** y la **Guía de Normas y Buenas Prácticas de la Seguridad de la Información** publicadas en la página web del INPEC en los link: <http://www.inpec.gov.co/documents/20143/64561/POLITICAVERSION2pdf.pdf/f21c120b-1dd1-9c55-847e-f3cfa0cbab5b> y <http://www.inpec.gov.co/documents/20143/64561/GU%C3%8DA+DE+NORMAS+Y+BUENAS+PR%C3%81CTICAS+DE+LA+SEGURIDAD+DE+LA+INFORMACI%C3%93N.pdf/75e67f4d-8906-863d-0859-cab1a49e8a94>
  + Conozco mis deberes y derechos con respecto a la seguridad de la información.
  + Entiendo que el incumplimiento de la política de seguridad de la información ya sea en forma intencional, negligente o con violación al deber objetivo de cuidado, implican acciones de tipo penal, disciplinario, administrativo y fiscal a que haya lugar.
  + Comprendo que dado el caso que se cause un daño al INPEC, como consecuencia de la inobservancia al deber objetivo de cuidado, el Instituto podrá adelantar las acciones penales, civiles o contenciosas administrativas, en aras de buscar el resarcimiento de los daños y perjuicios que se llegaren a causar.
* Que he leído y comprendido lo preceptuado en el Art. 74 de la Constitución Política de Colombia, Art. 19 del Código Contencioso Administrativo modificado por la Ley 1755 de 2015 Art. 1; Articulo 13 de la Ley 57 de 1985 modificado por la Ley 594 de 2000 Artículos 27 y 28; Artículos 418, 419, 420, 431 y 463 de la Ley 599 de 2000; Articulo 385 de la Ley 906 de 2004; Articulo 34 numeral 4 y 5; Articulo 35 numeral 21; Articulo 48 numeral 16 de la Ley 734 de 2002; Art. 16 numeral 5 Decreto 407 de 1994; Ley 1581 de 2012 con Decreto Reglamentario 1377 de 2013 y Ley 527 de 1999 Capítulos II y III.
* Cualquier inquietud será manifestada al correo [seguridaddigital@inpec.gov.co](mailto:seguridaddigital@inpec.gov.co).

Suscribo este compromiso en la ciudad de 5**\_ \_ ,** el 6**(dd/mm/aaaa)**

7**USUARIO DE LA INFORMACIÓN.**

8 Nombre Sistema de Información autorizado:

Creación de VPN (conexión remota), para acceso a la consulta de información institucional del INPEC en el aplicativo SISIPEC (Sistema de Información Penitenciaria)

**\*Me comprometo a guardar responsabilidad y confidencialidad con la información del INPEC, a la cual la institución me está brindando acceso como usuario externo.**

Huella índice derecho

Firma 9\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Identificación 10.  \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Cargo 11 \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Teléfono y/o Celular12

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Correo electrónico institucional13

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

14 **RESPONSABLE DE OTORGAR ACCESO A LA INFORMACIÓN (lo diligencia el INPEC):**

Nombre 15\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Cargo 16\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Identificación 17\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Establecimiento/Oficina/Dependencia 18\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Firma: 19 \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_